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Abstract—An increasing number of users have been adopting
route recommendation systems, mostly motivated by the con-
venience that those systems bring to their traffic experiences.
Usually, those systems observe the historical and current traffic
conditions in order to evaluate and recommend the fastest routes.
However, besides mobility aspects, more contextual information
such as unplanned street events and neighborhood safety, are
not taken into account in the recommendation process. With
this in mind, we propose a platform to support context-aware
route recommendation systems. The proposed platform aims
to improve existing recommendation algorithms or enable the
proposal of new ones. To assess it, we use datasets of routes
suggested by Google Maps in the city of Curitiba, Brazil,
official open data provided by the city and also data generated
voluntarily by citizens in a participatory sensing fashion. Our
results show the existence of an opportunity for route planners to
provide personalized services to users, which is an important step
towards the development of context-aware vehicular networks.
Besides, these results illustrate how publicly available big data
can be explored to improve context-aware route recommenda-
tions.

I. INTRODUCTION

An increasing number of drivers have been adopting route
recommendation systems. One reason for this trend is the
ability to check possible routes for faster travel time taking
into account traffic jam problems, which are getting worse in
major cities [1]. In general, route planners aim to allow users
to find the best route for traveling between an origin and a
destination in the city. However, the concept of best route is
very subjective; the best route for a certain user may not be
the best for another user.

Vehicular route recommendation systems, such as Waze
and Google Maps, commonly consider historical and current
traffic conditions for recommending faster routes. However,
other context information, usually harder to gather and in-
terpret using traditional sensors, such as unexpected demon-
strations and the safety level of areas, may not be taken
into account in the recommendation. For example, recently
a couple followed a route recommended by Waze was shot
while entering a dangerous area in Rio de Janeiro, Brazil [2].
News like this one is not uncommon. Such episodes show
the importance of considering more context data associated
with routes beyond mobility-related context, helping users

to receive personalized recommendation considering their
preferences and needs.

A vehicular network provides communication between dif-
ferent vehicles or between vehicles and road-side units aiming
to provide efficient and secure transportation depending on
the driving context, i.e., any information that describes the
driving situation [3]. With the advancement of information
and communications technology, vehicular networks reached
a new phase, being able to offer context-aware applications
to drivers [4]. The idea of context-aware vehicular networks
is to explore driving context to adapt and personalize various
decisions. For instance, to help with traffic management, avoid
collisions and offer personalized route recommendations [5].

In this paper, we propose a platform that aims to assist the
process of recommending context-aware vehicular routes. The
platform is composed of two key components: (i) identifica-
tion of contextual areas, i.e., geographical areas of the city
that stands out regarding a certain type of context; and (ii)
identification of patterns of routes frequently used by people
in the real world, instead of inferring better routes based on
the shortest path. We discuss these components and present
feasible approaches for their implementations. The platform
allows the improvement of existing route recommendation
algorithms and also enables the proposal of new ones.

We have collected a dataset of routes suggested by Google
Maps in the city of Curitiba, Brazil, to identify frequent
patterns on these routes in order to evaluate and illustrate an
instance of the proposed platform. In addition, insecure areas
were identified in Curitiba using official open data provided
by the city and also data generated voluntarily by citizens
in a participatory sensing fashion. We observe evidence that
security issues are not being considered in route recommen-
dation. With that, we verify exploring a real scenario that
more alternative secure routes could be recommended without
adding excessive delays. It is noteworthy observing that our
results indicate an opportunity for route planners to provide
personalized services to users, which is an important step
towards the development of context-aware vehicular networks.
Besides, we show how publicly available big data, including
crowdsourced data and open data shared by cities, can be
explored to improve context-aware route recommendations.

The remainder of this paper is organized as follows. Section



II presents the related work. Section III describes the proposed
platform. Section IV shows the analyzed databases. Section V
investigates the use of the platform in a real scenario. Finally,
Section VI concludes the paper.

II. RELATED WORK

A common goal of context-aware applications for smart
cities is to improve the quality of life of its citizens. Among
many examples of context-aware application, we can men-
tion security [6], [7] and traffic planning/management [1],
[8]. In the domain of a vehicular network, a context-aware
application is able to extract contextual information about the
city thanks to several solutions available, such as vehicle-
to-sensor and vehicle-to-Internet [9]. This enables real-time
traffic monitoring, traffic sign warnings and speed and dis-
tance estimation providing drivers the ability to make better
decisions while driving.

Regarding traffic planning, a topic that has received a lot
of attention from researchers is the recommendation of routes
for vehicles or pedestrians [1]. To this end, several approaches
are proposed to obtain the “best” route, such as [10], [11],
where one of the main assumptions adopted is that the highest
priority of the user is to save time on his/her trip. However,
this is not always the case, making the problem of finding
the best route very subjective, and in some cases going way
beyond finding the fastest route. This is because the fastest
route could have problems that might affect certain users, such
as permeate insecure or heavily polluted areas, among other
problems, which result in unpleasant experiences.

In this way, route recommendation systems can have ad-
ditional goals according to the particular interests of users.
In this direction, CrowdSafe [6], for example, is a mobile
device system that allows users to report information about
crimes they have suffered or witnessed. The crime information
is used by the system to identify areas of insecurity in the
city, allowing it to provide the recommendation of a more
secure route, and also to generate crime statistics of the city.
However, the mapping of insecurity on CrowdSafe does not
differ among possible categories of crime (e.g., theft, burglary
attempts, assault, homicide) and consequently, it may not
reflect the security level required.

In the same line, the approach proposed by [12] considers
people’s perceptions of routes in the city for recommending
more pleasant routes for pedestrians. In that approach, people
shall actively participate in all stages of the recommendation
system and, therefore, keeping users motivated is an essential
and critical part of the approach [13]. In [7], the mobility of
agents (e.g., vehicles) is modeled as a particle system, where
information from different city contexts such as traffic, pollu-
tion, crime, and street events represent forces exerted on the
particles. In that model, agents are particles that must move
between origin-destination locations in a 2D space, which
represents a geographical area of interest. The resultant of
the attraction/repulsion forces must guide the particle across
space. As the particles represent the individuals’ movement
through a free space, i.e., without barriers, the model does

not consider the limitations of the street and avenues network
existing in cities.

A context-aware route recommendation protocol is pro-
posed in [4], for reducing or avoiding traffic jams. It also
considers critical services in order to provide the desired
path towards each user’s destination. For this, vehicles and
road-side units are responsible for gathering, processing and
sharing the knowledge about their surrounding road segments,
which enables to recommend routes aware of the traffic
conditions. For the proper functioning of the proposed pro-
tocol, the authors assume the existence of a road-side unit at
each road intersection, an assumption that may be considered
unattractive from a financial point of view.

Our study differs from those discussed above since we
propose a generic platform to assist the development of
context-aware vehicular networks. The platform enables the
identification of patterns of routes frequently used by people
in the real world, instead of inferring better routes based on
the shortest path. Likewise [7], the proposed platform allows
the identification of contextual areas in urban data sources.
However, our platform considers the aggregated analysis
of urban data, from different publicly available sources, to
minimize errors and to enrich the quality of the information
obtained.

III. PLATFORM TO ASSIST ROUTE RECOMMENDATION IN
CONTEXT-AWARE VEHICULAR NETWORKS

A. Overview

The wide availability of different data sources on various
aspects of the city facilitates the process of understanding
and solving problems faced in urban centers, and thus offers
more sophisticated services focused on improving the lives of
users in the city. In this sense, we have studied an approach
to ease the development of context-aware vehicular routes
recommender systems.

Fig. 1. Overview of the proposed platform.

In order to achieve this goal, the proposed platform (Figure
1) receives as input a set of routes and data about one
or more aspects of the city, i.e., contextual information of
interest. After collecting the data, which can be done in



several manners [14], they are processed to obtain contextual
areas.

For that, it is necessary to have a set containing a significant
number of routes taken by users. Let U = {u1, u2, . . . , un},
be a set of users, R = {r1, r2, . . . , rm}, a set of routes and
fi ∈ [0, 1] is the frequency of some route ri ∈ R. Each route
ri ∈ R is traveled by an user uj ∈ U , which can travel one
or more routes. Given R, we have to identify the routes we
desire to study their context, which depends on the intended
recommendation to be performed. For that, we must answer
the following questions:
• Will the route recommendation be made for a specific

user uj? If so, we shall filter all routes in R that can be
used by uj . The same idea goes for any subset of U .
Otherwise, we consider all routes without applying any
filter;

• What is a suitable frequency fi for a given route ri?
The frequency value depends on the context under study.
For example, driving eventually through routes that
permeate areas with high levels of air pollution might
be considered more acceptable than in insecure areas
where the lives of people might be at serious risk. Thus,
the frequency value for air pollution context should be
higher than the security one, because traveling through
polluted areas is more acceptable than through insecure
ones. More details regarding this aspect are discussed in
Section III-B.

Note that we can have multiple data sources about different
urban aspects and, thus, we have the opportunity to enrich
routes with diverse contexts.

In this sense, it is possible to consider different context
simultaneously on various aspects of cities, such as security,
pollution, and climate. In this way, enabling the recommenda-
tion of routes according to the requirements of users. In this
study, we demonstrate an approach that considers contextual
areas identified for a region of the city. In this case, areas of
different contexts may be overlapped in the same geographical
space. The proposed platform is generic enough to allow
the use of other approaches, such as the one used in [15],
[16], which proposes models to group different urban data
sources. However, a cost-benefit assessment of each approach
is beyond the scope of this study.

Our focus is the identification of contextual areas in distinct
urban data sources, F = {F1, F2, . . . , Fn}, where each
Fi ∈ F is a dataset about an urban aspect. These data are
comprised of a pair: geographical location d and the time t
of its observation. For example, a dataset about crime has
the address (d) and time (t) of the crime occurrence. With
the F set, our goal is to identify contextual areas that better
represent the coverage area a of data in the Fi element, instead
of considering only the specific point represented by d.

The aforementioned coverage depends on the target context
under study. For example, let Fi be a dataset about crime and
Fj a dataset about air pollution, it is reasonable to consider a
smaller size a associated with Fi than the size associated with
Fj . The occurrence of a crime in d does not only indicate

that the point d may be insecure but at least few blocks
surrounding d. Whereas the high level of pollution sensed
in d may indicate that a larger area is affected, for instance, a
neighborhood sized area. Section III-C is dedicated to discuss
a strategy to identify contextual areas.

Figure 1 also illustrates the possibility to generate context-
aware routes by combining frequent routes and one or more
contextual areas. Particularly, routes aware of a certain context
could be used by route recommendation algorithms. For
instance, users can explicitly request routes to avoid insecure
areas, such as areas with high level of crime or routes that
may compromise their security in adverse weather conditions.
Another possibility is to offer an automatic recommendation
service, i.e., without the user’s explicit involvement. To that
end, it is necessary to analyze typical routes used by a given
user to be able to provide information that help him/her to
make better decisions.

B. Frequent Routes Identification

Drivers can navigate existing city routes on their own, or
use some route recommendation system to help with their
daily journeys. In both cases, there may be routes that are
regularly used, since traffic routine is not unusual, as noted
by Karnadi et al. [17]. Finding regular patterns is particularly
interesting to the proposed platform because it enables the
study and recommendation of context-aware routes.

Let a given user uj who moves daily from his/her home to
work and vice versa, and let R be a set of routes. We can filter
R to obtain a set of routes, Ri ⊆ R, used by uj to travel that
itinerary (i.e., home-work). Let rk be the most frequent route
in Ri where f, 0 ≤ f ≤ 1, is the frequency that rk occurs
in Ri. Depending on the users context of interest and the
value of f , an alternative route could be recommended for uj .
For instance, suppose that uj is interested in avoiding areas
with high level of air pollution, rk has frequency f ≥ 0.85
(hypothetically high bound) and rk penetrates several polluted
areas (identified using the approach discussed in Section
III-C).

Hence, the recommendation system is able to provide for
uj a new route ry ∈ R to avoid polluted areas, even if ry is
longer than rk, and, consequently, it increases travel time. In
case uj has no interest in avoiding polluted areas, even so the
recommendation system could still alert the user to the risk
of serious diseases contraction. However, whether f ≤ 0.15
(hypothetical low bound) and rk is significantly lower than
ry , then uj might not be favorable to take ry . Similarly, we
can consider routes of all users or any subset of U . If we
consider a set of routes R used by all users, we can find a
subset of routes Rp ⊆ R, where ∀rx ∈ Rp, rx is a route
often frequented by all users. In this way, if we consider the
contextual areas that rx penetrates, it is possible to provide
recommendations as discussed above.

To identify the most frequent routes, we represent each
route by a connected digraph D(V,A), where a vertex vi ∈ V
is a specific point of a route (e.g., a street corner) and an arc
ai,j ∈ A represents a given street between vertices vi and



vj . Digraph D has at least two vertices, where one represents
the origin (source vertex) and the other one represents the
destination (sink vertex) of a route, which are the only ones
that have indegree and outdegree 0 in D, respectively. If R
contains n routes, then we denote by D = {D1, D2, . . . , Dn}
the collection of n digraphs D that represent the n routes
r ∈ R. The collection D is used to identify the collection of
maximal subsets Q = {Q1, Q2, . . . , Qm}, where each Qi ∈
Q, 1 ≤ i ≤ m, is a maximal subset that occurs with frequency
f in D, and Qi represents a path, i.e., an entire route or a
smaller part, which is common to f routes in R.

To find every maximal subset Qi through isomorphism test
is known to be NP–hard problem [18]. A possible way to get
around this problem is through the algorithm called graph-
based substructure pattern mining (gSpan), which minimizes
this problem with its adopted strategy [19]. gSpan expects as
initial parameters a collection of graphs D and a minimum
value of frequency f that a given subset must match with other
subsets. After determined those parameters, the algorithm
returns a list of subsets Q.

C. Contextual Areas Identification

In this section, we discuss more details about another key
component of our platform: contextual area identification.
Urban data, when analyzed individually, may not reflect
precisely the current status of a specific context. This is
because data may be outdated, incorrect, or the granularity
is insufficient to represent a contextual area.

To illustrate a problem related to the location of the event,
we discuss what is observed for crime data. Official data
about a crime may not guarantee the crime location precision,
by geolocation or complete address. Typically, crime location
corresponds to a city spot, such as a street name and district,
which is the case of open data provided by the city of Cu-
ritiba, Brazil (available in https://goo.gl/RJv7P6). Alternative
sources of crime data, such as www.ondefuiroubado.com.br,
enables the citizens to voluntarily report crime occurrences
with the help of geolocation. However, users may incorrectly
inform the location where they have witnessed a crime, since
they may, for instance, not remember the exact location of
the occurrence when reporting the crime. Therefore, perform
aggregated analysis of urban data is important to reduce errors
and increase the quality of information.

To this end, a potential approach for contextual area iden-
tification is clustering, which is an unsupervised organization
of a dataset in groups according to some similarity measure
[20]. Thus, when clustering a dataset Fi, m disjoint subsets
C1

i , C
2
i , . . . , C

m
i ,m ≥ 0, are identified, called clusters. Data

within a cluster has higher similarity among themselves than
data in different clusters [20]. Here, the similarity measure
adopted is geographic distance obtained by the Haversine
formula [21].

Among the data clustering techniques, the algorithm
Density-Based Spatial Clustering of Application with Noise
(DBSCAN [22]) is especially relevant, because it can create
clusters with different formats and sizes, and, it also achieves

satisfactory results even in the presence of noises. For this
reason, DBSCAN is adopted in this study. DBSCAN is based
on neighborhood density to identify clusters, where points
present in clusters with low density are called outliers. Each
cluster C consists of a set of points, whose minimum amount
of points is η and they are in a neighborhood with radius
ε. The parameters η and ε shall be provided to the input of
DBSCAN algorithm. Let pi ∈ C be a point, which may be a
core point, whether pi is at maximum distance ε from at least
η−1 points. Otherwise, pi is a border point of a cluster with
a core point pj ∈ C, satisfying the first condition. Outliers are
not core, nor border points and are discarded by the algorithm.
This characteristic is essential to identify and discard noises.

Note that the need to adjust the η and ε parameters of
DBSCAN is essential when dealing with multiple contexts.
Taking two different contexts, it is likely they have distinct
properties. For instance, suppose Fi represents crime context
and Fj represents climate context. Thus, a cluster Ck obtained
from Fi represents an insecure area in the city, whereas Cy

obtained from Fj represents weather conditions from an area
inside the city. Probably, the radius ε′ of a cluster Cy will
be defined greater than radius ε′′ of cluster Ck, because an
insecure area might be typically set with a granularity of a
district, whereas weather conditions might be referring to an
area that covers the entire city.

In addition, the cluster’s “validity” can also be different
among them according to the context. Indeed, data about the
weather are valuable during a short period of time (e.g., hours
or days) and, therefore, they should be updated regularly. In
contrast, data about crimes are valid for a longer period (e.g.,
weeks or months), because an insecure area is not likely to
become secure in a few days. Therefore, for each cluster C
should be defined a time window T = [tmin, tmax], where any
point p ∈ C represents a location d at time instant t, such
that tmin ≤ t ≤ tmax.

IV. DATASETS STUDIED

In this section, we describe the datasets used in our study.
Section IV-A presents the set of routes suggested by Google
Maps. Section IV-B presents the sets of unofficial and official
data about crime that have occurred in Curitiba, Brazil.

A. Routes Suggested by Google Maps

A route recommendation system is a powerful tool used
by people for helping them navigate within a city or between
cities. Usually, people inform their origin, which may be
obtained automatically, a destination, and the navigation mode
(e.g., drive, walking, or public transport), and then the system
suggests a route based on the provided information. Google
Maps and Waze are two well-known route recommendation
systems, which are commonly used by people due to their
ability to suggest “best” routes in a particular traffic condition.
Such systems consider information about historical and real-
time conditions of traffic to estimate the best route at a
particular time.



(a) Origin (green) and des-
tination (red) points.

(b) Examples of suggested
routes.

Fig. 2. Routes suggested by Google Maps in Curitiba.

In this work, we consider the city of Curitiba, Brazil, as
our scenario to find patterns on route recommendations from
Google Maps. For that, we defined two distinct sets of ad-
dresses to represent origin and destination points, where each
set has ten distinct points, considering the movement from
users departing from all regions towards downtown. Figure
2(a) shows a map of Curitiba, with origin and destination
points displayed in green and red, respectively. With both
sets defined, we built an origin/destination matrix denoted by
M10×10, which is used to request routes recommendation of
each origin to all destinations from Google Maps Directions
API1, exploring the navigation mode “Drive”. Each iteration
obtains 100 suggested routes, which contain meta-data and
traffic conditions along the route.

In total, we conducted 420 iterations during 60 days, with 7
hours apart between consecutive iterations. Thus, the dataset
of routes of Curitiba has 42,000 routes, collected at different
periods of the day (i.e., morning, afternoon, evening and
night), containing detailed instructions to follow each route,
the estimated time of arrival, and total distance. Figure 2(b)
shows four examples of routes of our collected dataset, where
routes are displayed in blue, red, green and purple.

B. Crime Reports

Regarding public security context, we collected two crime
datasets in Curitiba: one from reports made by users of
the system www.ondefuiroubado.com.br (data obtained in a
crowdsourcing fashion), and another provided by the City
Guard (official open data). In the following, we present a
brief description of the datasets.

1) Crowdsourced Data: The website
www.ondefuiroubado.com.br enables users to contribute
voluntarily with data about crimes suffered/witnessed by
them. In this way, the system is able to map insecure regions
of the cities helping users to protect themselves. Crimes
that have occurred in Brazilian cities within the past four
months from the current date are available on the website.
The main attributes regarding each crime report are: address
(street, district, city, state, country, and zip code), geolocation
(latitude and longitude), text of the crime description, date
and time of occurrence, crime nature, estimated loss, and
whether the user reported the crime for the police. During the

1More details about Google Maps Directions API can be found in:
https://goo.gl/kiXllw.

collection period, from July to October 2016, users reported
331 crimes in Curitiba, where 36.8% were robbery cases
and 26.5% were theft cases. From all occurrences, around
39% of them were not recorded officially. There are several
reasons which could help to explain this fact. One of them is
the convenience provided by a Web system compared to an
official channel, where, in Brazil, you have to go in person
to perform the report in some specific places. This is a clear
hint on the relevance of collective collaboration of users to
enhance knowledge concerning the city security.

2) Official Data: The official dataset contains crime occur-
rences registered by Curitiba’s City Guard since 2009, and
it is updated monthly, where the last update considered in
this work occurred in November 1st, 2016. The dataset has
18,235 crime records in the metropolitan region of Curitiba in
2016. Some of the main attributes regarding each crime report
are: address of the occurrence, crime nature (e.g., robbery),
subcategory for the crime (e.g., car robbery), and date and
time of occurrence. The official dataset has crime records of
several types that happened for a long period, however, we
consider only a subset of them that happened at the same
period of the unofficial (crowdsourced) dataset, and refers to
a type of crime that exists in the unofficial dataset. This filter
resulted in 1,313 official crime occurrences.

V. EXPERIMENTAL ANALYSIS

As proof of concept of our proposed platform, in this
section we consider the datasets of Section IV to analyze
the recommended routes regarding security.

A. Insecure Areas Identification

To identify insecure areas in Curitiba, which are the contex-
tual area considered, we apply the proposed methodology in
our platform (discussed in Section III-C). We represent every
crime occurrence that occurred in a location d at instant t by o.
This means that for the same locality d, we can have several
occurrences o. In this way, a cluster C = {o1, o2, . . . , on}
contains n crime occurrences and a coverage a corresponding
to an insecure area in Curitiba. The size of a can vary
according to the density of the points in a specific area,
ranging from some blocks to one or more neighborhood-size
area. We consider a a circular area, whose center of a is a
centroid (any core point) of C and the radius of a is used
by the clustering algorithm (DBSCAN) to identify C, i.e.,
ε is the radius of a. By doing that, we tend to minimize
eventual inaccurate information provided by users regarding
the occurrence of crimes.

We define the parameters ε = 250 meters and η = 5.
We experimented with other values, but the results with
those parameters represent more accurate insecure areas in
the studied city. In practice, those parameters may change
according to the data available and studied areas. Ad-
ditionally, we consider a time window of four months
(T = [July/2016, October/2016]), which is the same validity
period used by www.ondefuiroubado.com.br. Then, datasets
about crimes are separated according to the degree of severity



(a) Moderate crimes (b) Serious crimes

Fig. 3. Areas threatened by moderate and serious crimes in Curitiba.

of the crime. Two classes were created to differentiate them:
(i) moderate crimes (e.g., theft and car burglary) involving a
total of 611 occurrences; and (ii) serious crimes (e.g., firearm
assault and kidnapping) with 1033 occurrences recorded.

Figure 3 shows Curitiba’s insecure areas, where clusters of
moderate crimes are displayed in black areas in Figure 3(a),
and cluster of serious crimes are displayed in red areas in
Figure 3(b). Overall, we identified 75 insecure areas, where
34 of them refer to moderate crime clusters and 41 to serious
crime clusters, and there are overlaps in some cases.

B. Security of Most Frequent Routes

In this section, we identify paths (i.e., maximal subgraphs)
of whole routes that are regularly recommended by Google
Maps, where we desire to verify whether these paths intersect
insecure areas. For this, we consider the collected routes Rij

with the same origin/destination pair i, j : 1 ≤ i, j ≤ 10,
as described in Section IV-A. Next, we apply the approach
described in Section III-B to identify frequent routes. We
define the frequency f = 0.85, which means that Qij is
contained in at least 85% of the routes Rij . Thus, if Qij

penetrates insecure areas in Curitiba, then users who request
a route with origin i and destination j, are likely to pass
through insecure areas.

Fig. 4. Frequent path contained in routes recommended by Google Maps,
which permeate insecure areas in Curitiba.

Figure 4 shows Curitiba’s map and some illustrative exam-
ples of frequent paths (for f = 0.85), which are contained in
routes shown in Figure 2(b) and available in Rij . In Figure
4, we can also observe insecure areas identified with our
approach. As we can observe, all paths displayed in Figure 4
intersect one or more insecure areas. It is worth mentioning
that not all suggested routes pass through insecure areas.

C. Alternative routes
Our results suggest that Google Maps are not considering

security aspects in the recommendation process. Even so,
it is one of the most popular navigation systems due to
its capacity to provide faster routes, taking account mainly
the mobility aspects. In that sense, our platform offers an
additional possibility to the recommendation systems like
Google Maps to explore context information about various
aspects of cities, in order to recommend the best routes to,
potentially, improve the user experience.

Regarding security, the best route should be the one that
avoids insecure areas as much as possible, without signif-
icantly increasing the distance and travel time. Thus, for
every suggested route, for instance by Google Maps, there
are at least two possible cases. The route does not permeate
insecure areas, in this case, it must be attributed to the user
without further modification. Otherwise, the route intercepts
insecure areas, and under this circumstance, the context-aware
recommendation system should provide an alternative route.
Moreover, some users may be willing to take the risk of
following a route that permeates insecure areas, where the
system should leave them to decide the security levels of their
routes.

Figure 5 shows alternative routes with distinct security
levels β, 0 ≤ β ≤ 1. All of them were calculated using
Google Maps API considering the same departure time,
where our system calculated waypoints to avoid insecure
areas according to β. The alternative routes have the same
origin/destination points as shown in Figure 2(b), and they are
denoted by r1 (purple route), r2 (green route), r3 (blue route),
and r4 (red route). When security context is not taken into
account in the route recommendation, i.e. β = 0, we have the
case discussed in Figure 5(a). By increasing β, β ≥ 0.25, the
routes suggested are presented in Figures 5(b)–(e). As we can
see, the suggested routes become different of frequent paths
found, especially when β = 1, because they are avoiding
undesired contextual areas.

TABLE I
SECURITY LEVEL, TOTAL DISTANCE AND TRAVEL TIME.

Total distances (km) Travel time (min)
β r1 r2 r3 r4 r1 r2 r3 r4

0.00 15.18 8.46 21.83 25.40 23.15 14.91 36.08 34.43
0.25 15.18 8.46 25.45 25.40 23.15 14.91 47.46 34.43
0.50 16.98 10.28 24.60 26.48 24.78 20.08 48.23 38.93
0.75 16.98 10.28 25.52 26.48 24.78 20.08 50.31 38.93
1.00 23.10 14.09 27.60 25.44 21.78 22.03 53.81 47.80

Taking into account the metrics (i) total distance and
(ii) travel time, we perform a comparison among routes
r1, r2, r3, r4, considering the security level β in range
[0, 0.25, 0.50, 0.75, 1]. Table I shows results for (i) and (ii)
metrics. As we can see, safer routes do not always result in
larger routes or significant delays in travel time. For instance,
route r3 is smaller with β = 0.50 than β = 0.25 and might
demand almost the same travel time. Similarly, route r4 is
smaller with β = 1 than β = 0.50 and β = 0.75, and
practically the same with β = 0.25 and β = 0, however,
it might demand on average 11 minutes more to be traveled.



(a) β = 0 (b) β = 0.25 (c) β = 0.50

(d) β = 0.75 (e) β = 1

Fig. 5. Examples of routes in Curitiba according to different β.

In this particular case, choosing β = 0.75 only adds a delay
of 4 minutes. Another example is considering route r1 in the
safest scenario, i.e., β = 1, because despite being the longest
route it is also the fastest one. With our examples, we want
to illustrate that current route recommendation mechanisms
could be upgraded to meet the requirement of security, and
any other context of interest, tasks that could be modeled and
performed in a simpler fashion with our platform.

VI. CONCLUSION

In this study, we explored the use of heterogeneous urban
data sources along with routes that are frequently used by
people in their daily journeys, to provide key mechanisms
towards the development of context-aware vehicular networks.
To this end, we have proposed a platform to enrich the
vehicular route recommendation process. By exploring an
example based on a real scenario considering security aspects,
we found evidence that current route recommendation systems
could be improved even further, e.g., avoiding recommenda-
tion of frequent routes through insecure areas within a city.
Our platform is generic enough to handle the same principle
for other types of context individually or simultaneously, i.e.,
it offers flexibility to handle different context homogeneously.
Moreover, our platform helps to ease some aspects of the
task of handling large amounts of data, being helpful to
improve existing route recommendation algorithms, or the
proposal of new ones. As future work, we intend to evolve our
platform to handle not only spatial data but also other types
of large-scale heterogeneous data sources, such as preference
data expressed in Foursquare-like applications and free-text
messages shared in Twitter-like microblogging, in order to
enable the identification of non-trivial information and their
association with specific areas.
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